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**Testing GraphQL.**

GraphQL has grown in popularity in modern APIs. It offers simplicity and nested objects, allowing for faster development. While every technology has benefits, it also exposes the application to new attack surfaces. The goal of this scenario is to provide some common misconfigurations and attack vectors on GraphQL-enabled applications. Some vectors are unique to GraphQL (for example, Introspection Query), while others are generic to APIs (e.g. SQL injection).

Please click on this URL to perform this lab <http://wstg.alnafi.com/>

Here’s an example of how to test for GraphQL: